
Trusted throughout the U.S. Department of Defense,  
BCWipe Total WipeOut is called on to protect your hard drives 

(servers, desktops, laptops, removable media) in these cases:

• Secure disposal when upgrading to a new system
• Wiping before sending for physical destruction
• Clearing to decommission or repurpose between classified programs
• Hard drive with proprietary information fails under warranty
• Donating computers to community 

 

Securely Erase Entire Hard Drives

Run over network or from a bootable disk, BCWipe Total WipeOut is 
trusted by the world’s top security organizations to erase all contents 
of an entire hard drive, including:
• Boot records
• Filesystem structures
• Operating system files
• Host Protected Area (HPA)
• Device Configuration Overlay (DCO)
 

Flexible Licensing Options
Customers have the option of buying licenses for a defined number of 
wipes or keeping with an unlimited annual licensing option. 

Wipe Over Network
With a simple web browser, BCWipe Total WipeOut users can now 
run any of the software’s DoD wiping schemes to erase hard drives 
and SSDs on multiple computers simultaneously over the network.  
By saving time, resources, and money, network wiping is the ideal solution 
for large enterprises and e-waste centers.

To wipe the slate clean,  
BCWipe Total WipeOut features:

• Full disk wiping 
— Traditional Hard Disk Drives (HDD); Solid State Drives (SSD);  

Solid State Hybrid Drives (SSHD)

• Support for TRIM on SSD
• Centralized wiping  New
• Centralized reporting  New
• Browser-based interface  New
• Support for media-based wiping policies  New
• Operating system independent
• File system independent
• Wipe drives connected through IDE, SATA, SCSI, PCI-E, M.2 (NVME), 

iSCSI(SAN) and removable disk devices
• Support SAS controllers
• Automatically unfreeze drives before using ATA secure erase  New
• High-performance wiping
• Wipe drives in parallel
• Wipe HPA and DCO hidden sectors
• Support for role-based access control  New
• Support for Hotplug
• Support for several booting options (PXE and CD/DVD, USB)  New
• Log file

More for Complete Endpoint Data Protection
• BCWipe to securely erase files on active computers  

— data remanence, data spills  
www.jetico.com/data-wiping

• BestCrypt to protect selected files or all data on whole disks  
— hackers, cloud, lost hardware 
www.jetico.com/data-encryption
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How do you decommission or dispose of computers and drives?

BCWipe  
Total WipeOut TM

Leave no trace behind…   www.jetico.com/contact-data-protection-specialist

Jetico’s data protection software  
is trusted by 1,000,000+ users in over 100+ countries:

• Government & Military Agencies
• All of the Top 10 Defense Contractors

• National Laboratories
•  Hospitals and Medical Organizations

•  Financial and Insurance Services
• Universities and School Districts

• Small Business and Personal Users 

ADISA Certified Software 
Secure Erase SSD & HDD  

Phone (U.S.): 1.202.742.2901   •   Email: enterprise_sales@jetico.com   •   Phone (Europe): +358.92.517.3030


