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When Data Spills occur, are you ready to take action?

“BCWipe works very well in our lab 
and does exactly what it’s supposed 
to do. I have recommended BCWipe 
to our customers for clearing a disk of 
contaminated files or responding  
to a data spillage event.”
- Frank T., Principal Engineer, Data Domain

Don’t risk your sensitive data falling into the wrong hands…   www.jetico.com/contact-data-protection-specialist

BCWipe Licensing Clarification

Each endpoint where BCWipe is used must be covered with its own license. One license may only be used on one workstation and may not be used one-at-a-time on multiple computers/drives.  
Downloadable trial software on the Jetico website may be used for evaluation purposes only, not for operational use without a valid license.

“With BCWipe’s Transparent Wiping 
running in the background, I will always  
be working in a totally clean environment.”
- Bruce Schneier, Security Expert

F or over 10 years BCWipe has been the wiping utility of choice 
for the U.S. Defense Community and is widely accepted as the 

de-facto standard to clean up classified data spills — also known 
as contaminations or classified message incidents. 

BCWipe is trusted throughout the U.S. DoD to 
clean up data spills in response to these incidents:
•	 File moved to the wrong location
•	 Accidental email distribution
•	 Modified documents containing ‘Tracked Changes’
•	 DoD classification changes

When data resides somewhere it shouldn’t be, BCWipe is there 
for clearing selected data files with surgical precision.

Information Assurance professionals must respond quickly to data 
spills and stop the accidental release of information. With BCWipe 
you won’t be caught off guard when a data spill occurs.

Take Command of All Wiping Activities
BCWipe — Enterprise Edition includes central management to 
deploy, control and monitor client software on remote workstations.
•	 Remotely wipe selected data without end-user intervention; 

wiping tasks can be invisible to end-users and can run without 
user logged on

‘Forensically Clean’ Wiping by Jetico
Commands and tools to securely erase data after every 
activity with confidential information: 

BCWipe complies with U.S. Department of Defense (DoD 5220.22-M),  
U.S. Department of Energy (DoE M 205.1-2), and other popular 
wiping standards - plus create your own custom wiping scheme.

More for Complete Endpoint Data Protection
•	 BCWipe Total WipeOut to securely erase hard drives at end of 

life — decommission, dispose, sell, donate  
www.jetico.com/data-wiping

•	 BestCrypt to protect selected files or all data on whole disks  
— hackers, cloud, lost hardware 
www.jetico.com/data-encryption

•	 �Delete with Wiping
- Wipe files, folders, and even 

compressed files with ease

•	 Wipe Data Remanence
- Free space; File slack space; 

Swap file; MFT records;  
Directory entries; NTFS log file; 
Directory slack space

•	 Wipe Internet History

•	 Wipe Local History

•	 Swap File Encryption

•	 Transparent Wiping 
- Wipes deleted or temp files 

automatically on the fly

•	 Reserved Space Manager
- Preserves wiped free space  

in a clean state to save time

•	 BCWipe Task Manager 
- Set scheduled wiping tasks

•	 Disk-level verification

•	 Hexadecimal File Viewer 

•	 Log File Viewer
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